Policy Number: _________________

Effective Date: __________________

Last Review Date: _______________


INSTANT TECHNOLOGY USES 
SAMPLE POLICY

(Organization)

Technology use in the emergency services provides several useful benefits including training and the acquisition of useful information for the betterment of the organization as well as all members. It also allows for the dissemination of information to the public for recruitment, safety education and public relations purposes.   As such, the (ORGANIZATION NAME) embraces the usage of instant technology to that end.

We define instant technology as resources including but not limited to instant messaging, texting, paging and social networking sites such as Facebook, Myspace, LinkedIn, Twitter, Youtube and any other information sharing services, websites and/or blogs. 

The Internet and other information sharing devices are global entities with no control of users or content.  Therefore, available resources may contain material of a controversial nature.  The (ORGANIZATION NAME) is not responsible for information found on these sources.
While we understand the value of such technology, we also understand concerns and issues raised when information is released that violates privacy concerns or portrays this organization to the public in an illegal or negative manner (intentional or unintentional). Therefore, no information, videos or pictures gathered while on (ORGANIZATION NAME)  business (this includes emergency calls, meetings, drills, details, trainings or anything obtained on organization property or at organization functions) may be shared or posted in any format without the approval and written consent of the organizations Public Information Officer. 
This policy is not intended to limit your right to free of speech or expression; but as we are a public entity, it has been put in place to protect the rights of this organization, its members and the public we are sworn to protect. 

The (ORGANIZATION NAME) owns the rights to all data and files in any owned computer, network, cell phone or other information system. The (ORGANIZATION NAME) also reserves the right to monitor electronic mail messages (including personal/private/instant messaging systems) and their content, as well as any and all use of the Internet and of computer equipment used to create, view, or access e-mail and Internet content. Members must be aware that the electronic messages sent and received using (ORGANIZATION NAME) equipment are not private and are subject to viewing, downloading, inspection, release, and archiving by Department Officers at all times. The (ORGANIZATION NAME) has the right to inspect any and all files stored in private areas of the network or on individual computers or storage media in order to assure compliance with policy and state and federal laws. 

Inappropriate use of instant technology while on (ORGANIZATION NAME) business may result in disciplinary actions, up to and including termination.      
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For further information on formulation of your business policies and procedures, please contact the Risk Management Department at 1-800-822-3747 Ext. 176.


This sample policy is prepared by McNeil and Company Inc. as a resource for our clients. As with any policy, it should be carefully considered and approved by the proper authority prior to implementation. McNeil and Company recommends that your local legal representative also reviews the policy to verify it is consistent with local and state laws and standards prior to adoption.


